Prefix is android.permission unless written otherwise.

Not on Manifest.permission Page

android.permission.USE\_CREDENTIALS

android.permission.MANAGE\_ACCOUNTS

android.permission.READ\_PROFILE

android.permission.AUTHENTICATE\_ACCOUNTS

android.permission.FLASHLIGHT

android.permission.DOWNLOAD\_WITHOUT\_NOTIFICATION

android.permission.INSTALL\_SHORTCUT

android.permission.WRITE\_SMS

com.android.browser.permission.READ\_HISTORY\_BOOKMARKS

android.permission.READ\_USER\_DICTIONARY

android.permission.WRITE\_USER\_DICTIONARY

com.android.browser.permission.WRITE\_HISTORY\_BOOKMARKS

android.permission.BATTERY\_STATS

android.permission.READ\_PRIVILEGED\_PHONE\_STATE

android.permission.INTERACT\_ACROSS\_USERS

android.permission.INTERACT\_ACROSS\_USERS\_FULL

android.permission.MANAGE\_DEVICE\_ADMINS

android.permission.MANAGE\_USERS

android.permission.OVERRIDE\_WIFI\_CONFIG

android.permission.TETHER\_PRIVILEGED

android.permission.UPDATE\_APP\_OPS\_STATS

Dangerous

ACCESS\_BACKGROUND\_LOCATION

Allows an app to access location in the background.

ACCESS\_COARSE\_LOCATION

Allows an app to access approximate location.

ACCESS\_FINE\_LOCATION

Allows an app to access precise location.

ACCESS\_MEDIA\_LOCATION

Allows an application to access any geographic locations persisted in the user's shared collection.

ACTIVITY\_RECOGNITION

Allows an application to recognize physical activity.

CALL\_PHONE

Allows an application to initiate a phone call without going through the Dialer user interface for the user to confirm the call.

CAMERA

Required to be able to access the camera device.

GET\_ACCOUNTS

Allows access to the list of accounts in the Accounts Service.

PROCESS\_OUTGOING\_CALLS

Allows an application to see the number being dialed during an outgoing call with the option to redirect the call to a different number or abort the call altogether.

* This constant was deprecated in API level 29. Applications should use CallRedirectionService instead of the Intent.ACTION\_NEW\_OUTGOING\_CALL broadcast.

READ\_CALENDAR

Allows an application to read the user's calendar data.

READ\_CALL\_LOG

Allows an application to read the user's call log.

READ\_CONTACTS

Allows an application to read the user's contacts data.

READ\_EXTERNAL\_STORAGE

Allows an application to read from external storage.

READ\_PHONE\_NUMBERS

Allows read access to the device's phone number(s).

READ\_PHONE\_STATE

Allows read only access to phone state, including the current cellular network information, the status of any ongoing calls, and a list of any PhoneAccounts registered on the device.

READ\_SMS

Allows an application to read SMS messages.

RECEIVE\_MMS

Allows an application to monitor incoming MMS messages.

RECEIVE\_SMS

Allows an application to receive SMS messages.

RECORD\_AUDIO

Allows an application to record audio.

SEND\_SMS

Allows an application to send SMS messages.

WRITE\_CALENDAR

Allows an application to write the user's calendar data.

WRITE\_CALL\_LOG

Allows an application to write (but not read) the user's call log data.

WRITE\_CONTACTS

Allows an application to write the user's contacts data

WRITE\_EXTERNAL\_STORAGE

Allows an application to write to external storage.

Normal

ACCESS\_NETWORK\_STATE

Allows applications to access information about networks.

ACCESS\_NOTIFICATION\_POLICY

Marker permission for applications that wish to access notification policy.

ACCESS\_WIFI\_STATE

Allows applications to access information about Wi-Fi networks.

BLUETOOTH

Allows applications to connect to paired bluetooth devices.

BLUETOOTH\_ADMIN

Allows applications to discover and pair bluetooth devices.

BROADCAST\_STICKY

Allows an application to broadcast sticky intents.

CHANGE\_NETWORK\_STATE

Allows applications to change network connectivity state.

CHANGE\_WIFI\_MULTICAST\_STATE

Allows applications to enter Wi-Fi Multicast mode.

CHANGE\_WIFI\_STATE

Allows applications to change Wi-Fi connectivity state.

DISABLE\_KEYGUARD

Allows applications to disable the keyguard if it is not secure.

FOREGROUND\_SERVICE

Allows a regular application to use Service.startForeground.

GET\_PACKAGE\_SIZE

Allows an application to find out the space used by any package.

GET\_TASKS

* This constant was deprecated in API level 21. No longer enforced.

com.android.launcher.permission.INSTALL\_SHORTCUT

Allows an application to install a shortcut in Launcher.

INTERNET

Allows applications to open network sockets.

KILL\_BACKGROUND\_PROCESSES

Allows an application to call ActivityManager.killBackgroundProcesses(String).

MANAGE\_OWN\_CALLS

Allows a calling application which manages its own calls through the self-managed ConnectionService APIs.

MODIFY\_AUDIO\_SETTINGS

Allows an application to modify global audio settings.

NFC

Allows applications to perform I/O operations over NFC.

PERSISTENT\_ACTIVITY

Allow an application to make its activities persistent.

* This constant was deprecated in API level 15. This functionality will be removed in the future; please do not use.

READ\_SYNC\_SETTINGS

Allows applications to read the sync settings.

READ\_SYNC\_STATS

Allows applications to read the sync stats.

RECEIVE\_BOOT\_COMPLETED

Allows an application to receive the Intent.ACTION\_BOOT\_COMPLETED that is broadcast after the system finishes booting.

REORDER\_TASKS

Allows an application to change the Z-order of tasks.

REQUEST\_DELETE\_PACKAGES

Allows an application to request deleting packages.

REQUEST\_IGNORE\_BATTERY\_OPTIMIZATIONS

Permission an application must hold in order to use Settings.ACTION\_REQUEST\_IGNORE\_BATTERY\_OPTIMIZATIONS.

RESTART\_PACKAGES

* This constant was deprecated in API level 15. The ActivityManager.restartPackage(String) API is no longer supported.

SET\_ALARM

Allows an application to broadcast an Intent to set an alarm for the user.

com.android.launcher.permission.UNINSTALL\_SHORTCUT

* Don't use this permission in your app.

USE\_BIOMETRIC

Allows an app to use device supported biometric modalities.

USE\_FINGERPRINT

Allows an app to use fingerprint hardware.

* This constant was deprecated in API level 28. Applications should request USE\_BIOMETRIC instead

USE\_FULL\_SCREEN\_INTENT

Required for apps targeting Build.VERSION\_CODES.Q that want to use notification full screen intents.

VIBRATE

Allows access to the vibrator.

WAKE\_LOCK

Allows using PowerManager WakeLocks to keep processor from sleeping or screen from dimming.

WRITE\_SYNC\_SETTINGS

Allows applications to write the sync settings.

Signature

BIND\_ACCESSIBILITY\_SERVICE

Must be required by an AccessibilityService, to ensure that only the system can bind to it.

BIND\_DEVICE\_ADMIN

Must be required by device administration receiver, to ensure that only the system can interact with it.

MANAGE\_DOCUMENTS

Allows an application to manage access to documents, usually as part of a document picker.

MODIFY\_PHONE\_STATE

Allows modification of the telephony state - power on, mmi, etc.

PACKAGE\_USAGE\_STATS

Allows an application to collect component usage statistics

* Declaring the permission implies intention to use the API and the user of the device can grant permission through the Settings application.

READ\_LOGS

Allows an application to read the low-level system log files.

REBOOT

Required to be able to reboot the device.

REQUEST\_INSTALL\_PACKAGES

Allows an application to request installing packages.

STATUS\_BAR

Allows an application to open, close, or disable the status bar and its icons.

SYSTEM\_ALERT\_WINDOW

Allows an app to create windows using the type WindowManager.LayoutParams.TYPE\_APPLICATION\_OVERLAY, shown on top of all other apps.

WRITE\_SECURE\_SETTINGS

Allows an application to read or write the secure system settings.

WRITE\_SETTINGS

Allows an application to read or write the system settings.